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Overview

This manual is intended for those who will install and configure a video
surveillance solution that includes Cisco Video Surveillance Manager (VSM)
release 4.2/6.2 software components that are installed on Cisco Multi Services
Platform devices.

Organization

This manual is organized as follows:

Chapter 1, “Overview” Explains how to use this manual,
introduces the Cisco Video
Surveillance Manager system and
components, explains how to plan for
an installation, and describes various
deployment scenarios

Chapter 2, “Setting Up and Provides instructions for installing,
Configuring the Multi Services setting up, and performing the initial
Platform” configuration of the Cisco Multi

Services Platform

Chapter 3, “Configuring VSM” Describes how to VSM for operation in
your deployment

Cisco Video Surveillance Manager Getting Started Guide, Release 4.2/6.2
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Preface |

Obtaining Documentation, Obtaining Support, and
Security Guidelines

For information about obtaining documentation, submitting a service request, and
gathering additional information, see the monthly What’s New in Cisco Product
Documentation, which also lists all new and revised Cisco technical
documentation, at:

http://www.cisco.com/en/US/docs/general/whatsnew/whatsnew.html

Subscribe to the What’s New in Cisco Product Documentation as a Really Simple
Syndication (RSS) feed and set content to be delivered directly to your desktop using
a reader application. The RSS feeds are a free service and Cisco currently supports
RSS version 2.0.
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CHAPTER

Overview

This chapter explains how to use this manual and how to plan for an installation.
It also provides overviews of the components that make up a Cisco Video
Surveillance Manager (VSM)-based video surveillance system and describes
common options for deploying such a system. After reviewing this information,
you will be ready to install and configure your system.

This chapter includes these topics:
e How to Use this Manual, page 1-1
e Planning for Your Installation, page 1-2
¢ Introducing the Cisco Video Surveillance System, page 1-7

e Deployment Scenarios, page 1-11

How to Use this Manual

This manual introduces you to the Cisco VSM environment and guides you
through the installation and initial configuration of the Cisco VSM software and
the Cisco Multi Services Platform hardware. It also provides reference
information for ongoing administration and operation of the system.

Table 1-1 suggests how to use this manual. It describes how to obtain overview

information and summarizes the activities that you perform when you first deploy
VSM and its associated hardware and devices. It also provides information about
performing ongoing system administration, management, and operation activities.

[ oL-19733-01
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Chapter1  Overview

I Planning for Your Installation

Table 1-1

How to Use this Manual

Activity

Reference

Learn about the system

Step 1

Review the introduction to the Cisco
video surveillance system components,
including VSM software, Multi
Services Platform devices, and other
devices

See the “Introducing the Cisco Video
Surveillance System” section on
page 1-7

Step 2

Review options for deploying a VSM
system

See the “Deployment Scenarios”
section on page 1-11

Prepare for deployment

Step 3

Plan for your installation and collect
the information that you will require

See the “Planning for Your
Installation” section on page 1-2

Install, set up, and configure the system

Step 4

Install, set up, and perform the initial
configuration of your Cisco Multi
Services Platform device or devices

See Chapter 2, “Setting Up and
Configuring the Multi Services
Platform”

Step 5

Set the VSOM Log In page to be the
default page that appears when you

access the MSP on which VSOM runs.

See the “Setting the VSOM Log In
Page as the Default Web Page” section
on page 3-1

Step 6

Perform the basic configuration of
VSOM, which includes providing
information about the VSM software,
video encoders, and cameras that will
operate in your VSM deployment, and
scheduling video recording

See the “Configuring VSM” section on
page 3-4

Planning for Your Installation

The following sections describe items and information that may be required
during an installation. You may find it convenient to collect these items and as
much of the information as you can before you begin the installation.

e Items Required for Installation, page 1-3

l_ Cisco Video Surveillance Manager Getting Started Guide, Release 4.2/6.2
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Planning for Your Installation

¢ Information Required for Configuring a Multi Services Platform, page 1-4

¢ Information Required for Configuring VSM, page 1-5

Items Required for Installation

Table 1-2 describes the items that a typical installation requires.

Table 1-2 Required Items

ltem Description

Items required for all installations

Power source and power protection. The Multi Services Platform connects
to a standard 110 volt AC outlet.

Network connectivity. The Multi Services Platform connects
to your network with a standard
Category 5 network cable.

The network should be set up and
configured before you begin.

Keyboard, monitor, and mouse. Performing the initial configuration of
the Multi Services Platform requires
you to connect a keyboard, monitor,
and mouse to the device.

You can use a standard PC monitor.
The keyboard and mouse can have
standard 6-pin or USB connectors.

Items required for rack mounting a Multi Services Platform

Rack. The device mounts in a standard
19-inch wide rack. The rack should be
between 30 and 33 inches deep.

For information about appropriate
racks and environments, see the
“Preparing to Rack Mount” section on
page 2-4

Cisco Video Surveillance Manager Getting Started Guide, Release 4.2/6.2
[ oL-19733-01 .m

Download from Www.Somanuals.com. All Manuals Search And Download.



Chapter1  Overview |

I Planning for Your Installation

Table 1-2 Required Items

Item Description

Medium Phillips-head screwdriver. Used to attach rack rails to the Multi
Services Platform chassis.

Assistance from at least one other A Multi Services Platform is heavy.

person.

Information Required for Configuring a Multi Services Platform

Table 1-3 lists the information that you need as you perform the initial
configuration of a Multi Services Platform. You may find it convenient to
determine and record this information before you begin the configuration
procedure. You can obtain this information from your network administrator.

When you configure an MSP, make a note which VSM components will run on it.
This information will help you assign the appropriate IP address or host name to
the MSP.

Table 1-3 Information for Multi Services Platform Configuration

Description | VSM components to run on this MSP.

Value Component (check all that apply): Cd VSMS O VSVM O vSoM
Description  |IP address for the Multi Services Platform.
Value IP address

Description |Host name for the Multi Services Platform.

Value Host name

Description |Subnet mask for the Multi Services Platform.

Value Subnet
mask
Cisco Video Surveillance Manager Getting Started Guide, Release 4.2/6.2
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| Chapter1 Overview
Planning for Your Installation
Description | Default gateway for the Multi Services Platform (if needed).
Value Default
gateway
Description |Domain name for the Multi Services Platform (if needed).
Value Domain
name
Description  |IP addresses of up to 3 DNS servers for the Multi Services Platform (if needed).
Value DNS Server
IP addresses
Description | Domains for searching (if needed).
Value Domains
Description  |IP address or host name of your NTP server (required if you will configure NTP for the
Multi Services Platform).
Value IP address
Host name

Information Required for Configuring VSM

Table 1-4 provides an overview of the information that you may need when you
perform the basic VSM configuration tasks. You may find it convenient to
determine and record this information before you begin the VSM configuration
procedure.

[ oL-19733-01
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Table 1-4

Overview of Basic VSM Configuration Tasks

Configuration Task

Required Information

Adding servers—Configure
information about each
Multi Services Platform that
will run VSMS and each
Multi Services Platform that
will run VSVM

Obtain the IP address or host name of each server
that you are adding.

All VSOM clients that access a Multi Services
Platform that runs VSMS must use same IP
address to access that Multi Services Platform.
You must configure a host name rather than an IP
address for access to VSMS if clients will access
VSMS through a system that translates the VSMS
IP address, such through another network or
through a firewall that performs network address
translation (NAT). In this case, make sure that
each client can resolve the host name. For
example, you could configure DNS or edit the
Windows Hosts file on each VSOM client (see
your DNS or Windows documentation for
details).

Adding video encoders—If
your deployment includes
analog cameras, configure
information about video
encoders, which convert
analog video into digital
video that can be used by
VSM.

Obtain the following information for each video
encoder:

e Model number.
e ]P address or host name.

e User name required to access the device (if
applicable).

e Password required to access the device (if
applicable).

l_ Cisco Video Surveillance Manager Getting Started Guide, Release 4.2/6.2
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Introducing the Cisco Video Surveillance System

Table 1-4 Overview of Basic VSM Configuration Tasks (continued)
Configuration Task Required Information
Adding analog cameras—  |Obtain the following information for each analog

Configure information about |camera:
each analog camera in your

e Video encoder that it connects to.
VSM deployment.

e Video encoder input port that it connects to
e VSMS that is to manage the camera.

In addition, determine the video encoding type,
video format, video resolution, transport
protocol, bit rate, frame rate, and quality that you
want for the video stream from the camera.

Adding IP Obtain the following information for each analog
cameras—Configure camera:

information abgut each e Model.

analog camera in your VSM

deployment. e [P address or host name.

e User name required to access the device (if
applicable).

e Password required to access the device (if
applicable).

In addition, determine the video encoding type,
video format, video resolution, transport
protocol, bit rate, frame rate, and quality that you
want for the video stream from the camera.

Configuring archives— Decide when you want to record video. You can
Configure schedules for choose to record at certain times, on a weekly
surveillance recording. schedule, or constantly.

Introducing the Cisco Video Surveillance System

A VSM-based video surveillance system operates on an IP network and consists
of a variety of hardware components. Table 1-5 lists the more common video
surveillance components that may be included in a deployment and provides a
brief description of each one. This table also includes references to sections that

Cisco Video Surveillance Manager Getting Started Guide, Release 4.2/6.2
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M Introducing the Cisco Video Surveillance System

provide additional overview information about each component. Your IP network
may also include switches, routers, servers, and other network infrastructure
hardware and software components.

Table 1-5 Cisco Video Surveillance System Components
Component and Reference Description Provided By
Cisco VSM, page 1-8. A suite of software components |Cisco.

that enable configuration,
administration, management,
and operation of video
surveillance solutions.

Cisco Multi Services Platform, |Servers that run VSM software |Cisco.
page 1-9. and provide video recording
and storage.

Cameras, page 1-10. Available as analog or IP Cisco or
devices, cameras capture video |third parties.
surveillance that you can view

and record.

Video Encoders, page 1-10. Process incoming video signals |Cisco or
from analog cameras and third parties.
convert them to IP video
signals.

Client PCs, page 1-10. VSOM client PCs provide Third

access the VSOM web-based  |parties.
interface. VSVM client PCs
provide access to and control of
live and recorded video.

Cisco VSM

Cisco VSM comprises a suite of software modules that function with other
devices in an IP network to support video transmission, monitoring, recording,
archiving, and display. In addition, VSM provides a comprehensive set of features
and functions for configuring, administering, managing, and performing
day-to-day operations of a video surveillance solution.

The VSM software components include the following:

Cisco Video Surveillance Manager Getting Started Guide, Release 4.2/6.2
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Introducing the Cisco Video Surveillance System

Cisco Video Surveillance Media Server (VSMS)—Manages cameras, records
and archives video, and provides access to live and recorded video.

Cisco Video Surveillance Operations Manager (VSOM)—Provides a
web-based user interface for configuring, managing, displaying, and
controlling video throughout an IP network. Also provide features for
managing video devices and users.

Cisco Video Surveillance Virtual Matrix (VSVM)—Enables the display and
control of live and recorded video on remote monitors.

Cisco Multi Services Platform

The Cisco Multi Services Platform includes various server models that are
intended for use in IP video surveillance environments. Designed for seamless
operation with VSM, the Multi Services Platform runs the VSM software and
provides storage for surveillance recordings.

Each Multi Services Platform consists of a chassis, which includes one or two
power supplies (depending on the model and options), fans, and other
components, and an array of hard drives for storage of surveillance recordings.

The Multi Services Platform is available in the following models:

1 rack unit (RU) Multi Services Platform, model CIVS-MSP-1RU—Supports
up to four 750 GB or four 1 TB SATA hard drives and one full height, 3/4
length PCI-x or PCI-e card.

2 RU Multi Services Platform, model CIVS-MSP-2RU—Supports up to
twelve 750 GB or twelve 1 TB SATA hard drives and up to three full length,
half height PCI-e cards.

4 RU Multi Services Platform, model CIVS-MSP-4RU—Supports up to
twenty-four 750 GB or twenty-four 1 TB SATA hard drives, and up to three
full length, full height PCI-e cards or up to 2 full length, full height PCI-x
cards.

For more detailed information, see Cisco Physical Security Multi Services
Platform User Guide.

[ oL-19733-01
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Cameras

Cameras provide video images and, depending on the camera, audio. VSM
supports a wide variety of fixed and movable pan, tilt, zoom (PTZ) cameras of
these types:

¢ Analog cameras—Capture video and (on some models) audio and output this
information in one or two analog streams (depending on the model). An
analog camera requires a video encoder to convert this stream to a digital
stream that can be processed by the IP network and VSM components.

e Digital cameras—Also called IP cameras, these devices capture video and
output this information in one or two digital streams (depending on the
model).

For details about the features, functions, placement, installation, and operation, of
a camera, see the documentation that is provided for the camera.

Video Encoders

Video encoders convert video streams from analog cameras into IP packets,
compress these packets, and forward them to the network. An analog camera must
be connected to a video encoder to operate with VSM.

Client PCs

Client PCs are computers that can connect to the network on which VSM runs and
that you use to access various VSM features and perform various VSM operations.
These PCs are identified as follows:

e VSOM client PCs—Provide access to the VSOM web-based interface that
you use to configure, manage, and operate VSM.

e VSVM client PCs—Provides interactive access to live and recorded video,
which you can display on configured monitors.

One PC can function as both a VSOM client and VSVM client simultaneously.

Cisco has verified the successful operation of dedicated client PCs that are
configured as follows:

e Operating system—Windows XP Professional with Service Pack 2

Cisco Video Surveillance Manager Getting Started Guide, Release 4.2/6.2
m. oL-19733-01 |

Download from Www.Somanuals.com. All Manuals Search And Download.




| Chapter1

Overview

Deployment Scenarios

e CPU—Intel Core 2 Quad Q9650, 3.0 Ghz (Hewlett-Packard xw4600
workstation)

¢ Memory—4 GB DDR2 (3.5 GB usable)
e Graphics card—ATI4850, 512 MB

e Browser—Microsoft Internet Explorer 6 or 7

e Network connection—Gigabit Ethernet (GigE)

For standard definition video streams, client PCs with this configuration support
the loads that Table 1-6 shows. For high definition video streams, client PCs with

this configuration support the loads that Table 1-7 shows.

Table 1-6 Maximum Loads for Client PCs for Standard Definition Video
Streams
Motion JPEG |MPEG-4 H.264 Mixed
Video streams |16 16 16 16
Resolution VGA 4CIF 4CIF VGA/ACIF
Frame rate 30 fps 30 fps 30 fps 30 fps
Bit rate 6 Mbps 3 Mbps 3 Mbps 2 to 3 Mbps
Table 1-7 Maximum Loads for Client PCs for High Definition Video
Streams
H.264 HD H.264 HD H.264 HD
Video streams 6 4 2
Resolution 720p 1080p 1080p
Frame rate 30 fps 30 fps 30 fps
Bit rate 4 Mbps 4 Mbps 12 Mbps

Deployment Scenarios

VSM can be deployed in wide variety of ways. Scenarios range from a basic
system in which all VSM software components run on one Multi Services

Platform to large systems deployed across many locations.

[ oL-19733-01
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The following sections provide overviews of common VSM deployment
scenarios. For more information about these and other deployment options, refer
to VSM design guides or contact Cisco or your Cisco partner.

¢ Single Site Deployment, page 1-12
e Multiple Site Deployment with Centralized VSM Management, page 1-13

Single Site Deployment

In a single site deployment, one or more Multi Services Platforms are located at
the same facility. If there are two or more Multi Services Platforms, they reside

on the same local area network (LAN). Client system can access VSM if they can
connect to that network.

In the simplest single-site scenario, one Multi Services Platform runs all VSM
components (VSOM, VSMS, and VSVM). A deployment if this type might be
appropriate for a small deployment of up to a few dozen cameras. Figure 1-1
illustrates this scenario.

Figure 1-1 Single Site Deployment with One Multi Services Platform

WSO
WS
WEW I

Multi Services Platform — —

L] L]
L —I =

VSOM Client VSVYM Client

A single site deployment can include many Multi Service Platforms. In this
situation, VSOM runs on one Multi Service Platform, either by itself or with other
VSM software. The other Multi Service Platforms run VSMS. A deployment of
this type allows scaling the solution to address wiring requirements and to support
a large number of cameras and increased retention rates.

Figure 1-2 illustrates a single site deployment with three Multi Service Platforms,
one that runs VSOM and VSVM, and two that run VSMS.

Cisco Video Surveillance Manager Getting Started Guide, Release 4.2/6.2
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Figure 1-2

Deployment Scenarios

Single Site Deployment with Several Multi Services Platforms
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Multiple Site Deployment with Centralized VSM Management

In a multiple site deployment, Multi Services Platforms at separate locations
connect through a wide area network (WAN). Each location can have one or more
Multi Services Platforms and client systems can access VSM if they can connect
to the network. These deployments can be designed for centralized or distributed
management of VSM and requires WAN link connection speeds that can support
the bandwidth that you require.

In a centralized VSM management deployment, VSOM runs on one Multi Service
Platform, either by itself or with other VSM software. The other Multi Service
Platforms can run VSMS and VSVM in any combination. A deployment of this
type might be appropriate for an enterprise with distributed locations that wants
to manage and operate VSM software from a central location.

Figure 1-3 illustrates an example of a basic multiple site deployment with
centralized VSM management.

[ oL-19733-01

Cisco Video Surveillance Manager Getting Started Guide, Release 4.2/6.2 g

Download from Www.Somanuals.com. All Manuals Search And Download.



Chapter1  Overview |

M Deployment Scenarios

Figure 1-3 Multiple Site Deployment—Centralized VSM Management
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In a distributed VSM management deployment, one Multi Services Platform at
each site runs VSOM. Other VSM software may also run on that server, or may
run in any combination on other Multi Services Platforms at the site. VSM is
configured and managed independently at each site. A deployment of this type
might be appropriate for an enterprise with autonomous branch locations that
wants to manage and operate VSM locally but that also wants access to VSM at
each site.

Figure 1-3 illustrates an example of a basic multiple site deployment with
distributed VSM management.
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Figure 1-4 Multiple Site Deployment—Distributed VSM Management
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CHAPTER

Setting Up and Configuring the Multi
Services Platform

The Cisco Multi Services Platform comprises a set of server models that run Cisco
VSM software and provide recording and storage of streams from surveillance
cameras. The servers are available in 1 RU, 2 RU, and 4 RU models, and provide
varying amounts of video storage. For more information, see the “Cisco Multi
Services Platform” section on page 1-9.

The chapter guides you through installing, setting up, and performing the initial
configuration of your Cisco Multi Services Platform. After you complete the
procedures that this chapter describes, you can configure the Cisco VSM software
and begin to operate your video surveillance system.

Installation, set up, and configuration involves a series of steps that you perform
in sequence. Table 2-1 provides an overview of these steps. The rest of this
chapter includes detailed procedures for each step.

Table 2-1 Overview of Installation and Set Up Tasks
Task Description
Step1 | Unpack the Multi Services Platform. Remove the Multi Services Platform
components from the shipping boxes
and make sure that you have received
all items.
Step2 |Rack mount the Multi Services Attach rack rails to the Multi Services
Platform. Platform and install the device in a 19
inch rack.

[ oL-19733-01
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M Unpacking the Multi Services Platform

Table 2-1 Overview of Installation and Set Up Tasks (continued)
Task Description
Step3  |Install hard drives, if needed. If you received the Multi Services

Platform 2 RU or 4 RU model, install
the hard drives that you received with
the server.

Hard drives are preinstalled in the 1 RU
model.

Step4 | Connect the Multi Services Platform to |Connect a monitor, keyboard, and
power, your network, and control mouse to the server, and connect the
devices. server to power and to your network.

Step5 | Configure basic settings on the Multi | Access the YaST Control Center on the
Services Platform. Multi Service Platform and configure
network settings, the system time, and
(optionally) NTP settings.

This chapter contains the following sections, which include detailed instructions
for installing, setting up, and configuring the Multi Services Platform:

e Unpacking the Multi Services Platform, page 2-2

e Mounting the Multi Services Platform in a Rack, page 2-4

e Installing Hard Drives, page 2-10

e Connecting to Power, the Network, and External Devices, page 2-11

e Performing the Initial Configuration of the Multi Services Platform,
page 2-11

¢ Where to Go from Here, page 2-29

Unpacking the Multi Services Platform

A Multi Services Platform ships in one, two, or three boxes, depending on the
model and number of hard drives that your ordered:

¢ 1 RU model—Ships in one box that contains the chassis with hard drives
preinstalled.
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Unpacking the Multi Services Platform

¢ 2 RU model—Ships in two boxes. One box contains the chassis and one box
contains from 4 to 12 hard drives.

¢ 4 RU model—Ships in two or three boxes. One box contains the chassis. If
you ordered up to 12 hard drives, they are included in one additional box. If
you ordered more than 12 hard drives, they are included in two additional
boxes.

To unpack the Multi Services Platform, follow these steps:

Procedure

Step1  If your shipment includes two or three boxes, make sure that the serial number
that is printed on the shipping label on each box is the same.

A

Caution  If the serial numbers are not identical, contact Cisco or your Cisco partner before
you set up the system. Operating a Multi Services Platform with mismatched
components causes the system to rebuild the disk array and prevents the system
from operating.

Step2  Carefully open each shipping box and remove its contents.
Step3  Make sure that the box in which the chassis shipped includes these items:
e Rail assemblies for rack mounting
e SUSE license and activation packet
® Regulatory Compliance and Safety Information document
e Envelope that contains the following:
— Getting Started with Cisco Video Surveillance Manager Products
— Recovery disk
— End User License and Warranty Information disk

— One or two power cables (depending on how many power supplies you
ordered for your server).

— Screws and washers for rack mounting
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~

Note  If your shipment includes more than one Multi Services Platform, make sure that
the serial number of each Multi Services Platform matches the hard drives that are
intended for it, as described in the previous procedure.

Mounting the Multi Services Platform in a Rack

The Multi Services Platform is designed to be installed in a standard 19-inch rack.
The chassis ships with one set of rail assemblies and the mounting screws and
washers that you need to secure the system in a rack.

You also will need a medium size Phillips Head screwdriver and at least two
people to position the Multi Services Platform in a rack.

The following sections describe how to rack mount the Multi Services Platform:
e Preparing to Rack Mount, page 2-4
e Rack Mounting, page 2-6

Preparing to Rack Mount

Before you install the Multi Services Platform in a rack, review the following
guidelines:

Choosing a Location

e Leave approximately 25 inches of clearance in front of the rack to enable you
to open its front door completely, if applicable.

e Leave approximately 30 inches of clearance in back of the rack to allow for
sufficient air flow and ease of servicing.

e The Multi Services Platform is intended for installation in a restricted access
location, such as a dedicated equipment room or service closet.

e Make sure that the rack is in an environment that meets these requirements
for the Multi Services Platform:

- Operating temperature—>50 to 95 °F (10 to 35 °C)

- Operating humidity—8 to 90% non-condensing
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Rack Precautions

Ensure that the leveling jacks on the bottom of the rack are extended to the
floor with the full weight of the rack resting on them.

In a single rack installation, attach stabilizers to the rack.
In a multiple rack installation, couple the racks to each other.
Make sure that the rack is stable before extending a component from the rack.

Extend only one component from a rack at a time. Extending two or more
components may cause the rack to become unstable.

General Precautions

Determine the placement of each component in the rack before you install the
rails.

Install the heaviest components on the bottom of the rack first, then work up.

Use a regulating uninterruptible power supply (UPS) to protect a device from
power surges, and voltage spikes and to keep the device operating if a power
failure occurs.

Close the front door of the rack, if applicable.

A Multi Services Platform with hard drives and rails installed is heavy. Make
sure that you have assistance when moving it and placing it into a rack.

Rack Mounting Considerations

Make sure to install the Multi Services Platform in an environment that is
within its rated operating temperature and humidity range (see Cisco Physical
Security Multi Services Platform User Guide). If the Multi Services Platform
is installed in a closed or multi-unit rack assembly, be aware that the ambient
operating temperature of the rack environment may be greater than the
ambient temperature of the room.

Make sure that there is sufficient air flow for safe operation of the Multi
Services Platform.

Leave at least 1 rack unit (RU) of space between devices in the same rack.

Mount the Multi Services Platform in a manner that ensures that a hazardous
condition does not arise due to uneven mechanical loading.

[ oL-19733-01
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e Consider the connection of equipment to the power supply circuitry and the
effect that possible overloading of circuits may have on overcurrent
protection and power supply wiring. Consider equipment nameplate ratings
when addressing this issue.

e Maintain a reliable ground. The rack itself should be grounded. Pay particular
to power supply connections other than direct connections to the branch
circuit (for example, power strips).

Rack Mounting

To install the Multi Services Platform in a rack, perform the following procedure.

You will need a medium-size Phillips-head screwdriver to secure the rails to the
Multi Services Platform chassis and to the rack.

~

Note e There are a variety of racks available. The procedure for your rack may be
slightly different than the following instructions. See the installation
instructions for your rack for additional information.

e The figures in these sections illustrate the 4 RU model. The procedures are
similar for 1 RU and 2 RU models.

Procedure

Step 1 Attach the inner rack rails to the Multi Services Platform.

There are two inner rack rails. One attaches to each side of the Multi Services
Platform. To attach these rails, see Figure 2-1 and perform the actions that follow.
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Figure 2-1 Attaching Inner Rack Rails

a. Place the inner rack rail on one side of the chassis, aligning the hooks of the
chassis with the holes in the rail.

The rail marked R attaches to the right of the chassis as you face the front of
the chassis. The rail marked L attaches to the left. The wheels on the rails
should face away from the chassis and the locking tabs on the rails should
face the bottom of the chassis.

b. Slide the rail toward to front of the chassis.
c. Secure the rail to the chassis with four 1/2 inch (6.35 mm) screws (provided).
d. Repeat this step for the other inner rack rail.

Step2  Attach the outer rack rails to the Multi Services Platform.

There are two outer rack rails. One attaches to each side of the rack and each
connects to an inner rack rail to hold the Multi Services Platform in place. Each
outer rack rail consists of two brackets. The brackets allow the rails to extend
between 30 inches and 33 inches so that they can fit racks of various sizes. To
attach these rails, see Figure 2-2 and perform the actions that follow.
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Figure 2-2 Outer Rack Rails

a. Make sure that the right short and long outer rack rail brackets are connected
to each other and that the left short and long outer rack rail brackets are
connected to each other.

The brackets are marked R and L. To connect the brackets, align the pin on
the small bracket with the slot on the corresponding large bracket, align the
two pins on the large bracket with the slots on the small bracket, and slide the
brackets together.

b. Attach the outer rack rails to the rack, following these guidelines:

— The outer rack rail marked R attaches to the right of the rack as you face
the front of the rack. The one marked L attaches to the left of the rack.

— The long outer bracket faces the front of the rack and the short bracket
faces the rear of the rack.

— The bracket flanges overlap the outer edge of the rack mounting rail.

— Secure the long bracket to the front of the rack with two 1/2 inch (12.7
mm) screws, and secure the short bracket to the rear of the rack with three
1/2 inch (12.7 mm) screws. The screws are provide with your Multi
Services Platform.

Step3  Place the Multi Services Platform in a rack by referring to Figure 2-3 and
performing the actions that follow.
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Figure 2-3 Placing the Server in a rack

a. Confirm that the inner and outer rack rails are installed on the Multi Services
Platform and on the rack.

b. Align the chassis inner rack rails with the front of the outer rack rails.

c. Slide the chassis inner rack rails into the outer rack rails, keeping even
pressure on both sides of the device.

You may have to depress the locking tabs on the inner rack rail when inserting
the device.

d. (Optional) Insert and tighten the thumbscrews that hold the front of the server
to the rack.
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Installing Hard Drives

If you ordered a Multi Services Platform 2 RU or 4 RU model, you must install
the hard drives that you ordered for the system. To install hard drives, perform the
following procedure. Each of the hard drives that you received should be the same,
so you can install them in any order and into any open slot on the front of the Multi
Services Platform.

A

Caution = Make sure that each hard drive includes a label with a serial number that is
identical to the serial number of the Multi Services Platform chassis. Operating a
Multi Services Platform with mismatched hard drives causes the system to rebuild
the disk array and prevents the system from operating.

Procedure

Step 1 Press the red handle-release button on the front of the hard drive.
The drive handle extends from the front of the hard drive.

Step2  With the red handle-release button of the hard drive facing toward you and to the
right, push the drive straight into an open slot on the front of the Multi Services
Platform until you feel resistance.

Step3  Push the drive handle toward the hard drive until the handle locks into place.
Step4  Repeat these steps until each hard drive is installed.

Je

ﬁ You may find it easiest to install the drives from the top down and from
the right to the left. This approach allows the drives to slide into the slots
more easily.
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Connecting to Power, the Network, and External
Devices

After you mount the Multi Services Platform in a rack and install the hard drives,
you are ready to connect a monitor, keyboard, and mouse to the server, and to
connect the server to power and to your network. To make these connections,
follow these steps:

Procedure

Step 1 Connect a monitor, keyboard, and mouse to the appropriate ports on the back of
the Multi Services Platform.

Step2  Connect a Category 5 or higher network cable to either network port on the back
of the Multi Services Platform and to your network switch.

Step3  Take either of these actions to connect power to the Multi Services Platform:

e If your Multi Services Platform is configured with one power supply, connect
the provided power cable to the power port on the back of the Multi Services
Platform, then plug the cable into an electrical outlet.

e If your Multi Services Platform is configured with two power supplies,
connect the two provided power cables to the two power ports on the back of
the Multi Services Platform, then plug each cable into an electrical outlet.

Performing the Initial Configuration of the Multi
Services Platform

After you connect a monitor, keyboard, and mouse to the Multi Services Platform,
and you connect it to power and to your network, you are ready to power on the
server and perform the initial configuration that is required for Cisco VSM. Initial
configuration involves setting options for the following:

e Network settings—Options that the Multi Services Platform requires to
operate on you network.
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e System time and date—Time and date in the location that the Multi Services
Platform is to operate.

e Network Time Protocol (NTP)—Options that the Multi Services Platform
requires to synchronize its clock with an NTP server. Configuring NTP is
optional but recommended.

The following sections describe in detail how to perform the initial configuration
of a Multi Services Platform:

e Powering On the System and Accessing the YaST Control Center, page 2-12
¢ Configuring Network Settings, page 2-15

e Setting the System Time, page 2-21

e Configuring NTP, page 2-24

If you already collected the configuration values that are described in the
“Information Required for Configuring a Multi Services Platform” section on
page 1-4, refer to that information as you perform the following procedures.

Powering On the System and Accessing the YaST Control Center

After you connect a monitor, keyboard, and mouse to your Multi Services
Platform, and connect it to power and to your network, you are ready perform the
initial configuration of the server.

You perform the initial configuration procedures from the YaST Control Center
on the Multi Services Platform. To access the YaST Control Center, follow these
steps:

Procedure

Step 1 Power on the Multi Services Platform by pressing the power button on its front
panel (see Figure 2-4).

Figure 2-4 Power Button
"/:{: Al \I
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The system boots up. It displays several screens of information during this
process. It also displays several prompts for information or optional actions.

~

Note Do not respond to the prompts that appear during boot up. Instead, let the
system accept the default values and continue with the boot process.

Step2  When the system prompts you for a user name and password, take these actions:
a. In the Username field, enter root.
The user name is not case sensitive.
b. In the Password field, enter secur4u.
The password is case sensitive.
c. Click the return button next to the Password field, or press the Enter key.
The server desktop appears.

Step3  Click the programs menu icon ;_a, which appears in the lower left corner of
your screen.

Choose System > YaST, as shown in Figure 2-5.
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Figure 2-5 Accessing the YaST Control Center
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The YaST Control Center window appears, as shown in Figure 2-6.
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Performing the Initial Configuration of the Multi Services Plattorm

Figure 2-6 YaST Control Center Window
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The YaST Control Center times out after 5 minutes of inactivity. If a timeout
occurs, enter the password secur4u to redisplay the Control Center.

Configuring Network Settings

Step 1

Step 2

This section explains how to configure the settings that the Multi Services

Platform requires to operate on your network. To configure these settings, follow
these steps:

Procedure

Access the YaST Control Center window as described in the “Powering On the
System and Accessing the YaST Control Center” section on page 2-12.

In the left panel of the YaST Control Center window, click Network Devices, then
click Network Card in the right panel, as shown in Figure 2-7.
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Figure 2-7 Accessing Network Configuration Options
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The YaST2 window appears, as shown in Figure 2-8.
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Figure 2-8 YaST2 Window
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Step 3 In the YaST2 window, make sure that the Traditional Method with ifup radio
button in the Network Setup Method area is selected (see Figure 2-8), then click
Next.

Stepd  Take these actions:

a. Make sure that the first controller that is listed in the Network Card
Configuration Overview area is selected, as shown in Figure 2-9.

~

Note  The network cards that appear on your system may be different than
the ones shown here.
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Figure 2-9 Choosing a Network Card
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b. Click Edit at the bottom of the screen.

The Network Address Setup area appears, as shown in Figure 2-10.
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Figure 2-10 Network Address Setup Area
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Step5  Make sure that the Address tab is selected in the Network Address Setup area,
then take these actions:

a. Click the Static Address Setup radio button.
b. In the IP Address field, enter the IP address for the server.
c. In the Subnet Mask field, enter the subnet mask for the server.

d. Ifyouneed to assign a default gateway, click the Routing button and continue
to Step 6. Otherwise, skip to Step 7.
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Step6  In the Routing Configuration area, take these actions:

a. In the Default Gateway field, enter the default gateway for the server, if
applicable in your network configuration.

b. Click OK.
The Network Address Setup area appears again.
Step7  In the Network Address Setup area, take these actions:

a. Click the Hostname and Name Server button to display the Hostname and
Name Server Configuration area, as shown in Figure 2-11.

Figure 2-11 Hostname and Name Server Configuration Area
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b. In the Hostname field, enter the host name for the server.

¢. (Optional) In the Domain Name field, enter the domain name for the server.
If you are not using fully qualified domain names, leave the default domain
name (“site”) in this field.
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Performing the Initial Configuration of the Multi Services Plattorm

d. (Optional) If this server will access up to 3 DNS servers, enter the IP address
of the servers in the Name Server 1, Name Server 2, and Name Server 3 fields.

e. (Optional) In the Domain Search field, enter one or more domains for
searching. Separate multiple domains with a comma, space, or carriage
return.

f. Click OK.
In the Network Address Setup area, click Next.
The Network Card Configuration Overview area appears.
In the Network Card Configuration Overview area, click Finish.

The Multi Services Platform is now operating on the network.

Setting the System Time

Step 1

Step 2

This section describes how to set the time for the Multi Services Platform. It is
important to set the time correctly so that the VSM system can accurately
maintain information for video recording.

To set the time for the Multi Services Platform, follow these steps:

Procedure

Access the YaST Control Center window as described in the “Powering On the
System and Accessing the YaST Control Center” section on page 2-12.

In the left panel of the YaST Control Center window, click System, then click
Date and Time in the right panel, as shown in Figure 2-12.
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Figure 2-12
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The Clock and Time Zone area appears, as shown in Figure 2-13.
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Figure 2-13 Clock and Time Zone Area
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Step3  In the Region panel, click the region in which the MSP is located.

Step4  In the Time Zone panel, click the time zone in which the MSP is located.

Make sure that UTC is selected from the Hardware Clock Set To drop down list,

as shown in Figure 2-14.

Figure 2-14 Selecting UTC
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Step5  Click Change next to the Time and Date field.

The Change System Date and Time window appears, as shown in Figure 2-15.

Figure 2-15 Change System Date and Time Window
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Step6  In the Change System Date and Time window, take these actions:

a. In the Current Time field, enter the current hour, minutes, and seconds in 24
hour format. You can type these values or use the up and down arrows to
choose them.

b. In the Current Date field, enter the current date in Date/Month/Year format.
You can type these values or use the up and down arrows to choose them.

c. Click Apply.
Step7  In the Clock and Time Zone area, click Accept.

Configuring NTP

This section describes how to configure NTP for your Multi Services Platform.

NTP allows the Multi Services Platform clock to synchronize with Coordinated
Universal Time (UTC) and ensures that the system clock remains consistently
accurate. Cisco strongly recommends that you configure NTP for your system.
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To configure NTP, follow these steps:

Procedure

Step1  Access the YaST Control Center window as described in the “Powering On the
System and Accessing the YaST Control Center” section on page 2-12.

Step 2 In the left panel of the YaST Control Center window, click Network Services,
then click NTP Configuration in the right panel, as shown in Figure 2-16.

Figure 2-16 Accessing NTP Options
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Step3  The Advanced NTP Configuration area appears, as shown in Figure 2-17.
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Figure 2-17 Advanced NTP Configuration Area
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Step4  Make sure that the During Boot radio button is selected, as shown in Figure 2-18.

Figure 2-18 Choosing the During Boot Radio Button

—Automatically Start NTP Daemon——
[ Never

(®) Curing Boot

Step5 Uncheck the Configure NTP Daemon via DHCP check box, as shown in

Figure 2-19.
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Figure 2-19 Unchecking the Configure NTP Daemon via DHCP Check Box
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Step6  Click Add.

Step7  The New Synchronization area appears, as shown in Figure 2-20.

Figure 2-20 New Synchronization Area

New Synchronization
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Step 8 In the New Synchronization area, make sure that the Server radio button is
selected, and click Next.

Step9  The NTP Server panel appears, as shown in Figure 2-21.
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Figure 2-21 NTP Server Area
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Step10 In the NTP Server area, take these actions:
a. In the Address field, enter the IP address or host name of your NTP server.

b. (Optional) Click Test to make sure that the Multi Services Platform can
access the NTP server.

c. Check the Use for Initial Synchronization check box.
d. Click OK.
Step11  In the Advanced NTP Configuration screen, click Finish.
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Where to Go from Here

Congratulations. If you have successfully completed the procedures that this
chapter describes, your Multi Services Platform is configured and running on your
network. Now you are ready to configure the VSM software, as described in
Chapter 3, “Configuring VSM.”
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CHAPTER

Configuring VSM

This provides instructions for performing the basic configuration of VSOM. Basic
configuration involves providing information about VSMS, VSVM, video
encoder, and camera devices that will operate in your VSM deployment, and
scheduling video recording.

This chapter includes these topics:
e Setting the VSOM Log In Page as the Default Web Page, page 3-1
e Configuring VSM, page 3-4
¢ Where to Go from Here, page 3-46

Setting the VSOM Log In Page as the Default Web

Page

Step 1

The following steps describe how to configure VSM so that the VSOM log in page
appears by default when you access an MSP with a web browser. Perform these
steps on each MSP that is to run VSOM.

Procedure

Make sure that the Multi Services Platform that is running VSOM is powered up.

[ oL-19733-01
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Step2  Take either of these actions to access the Management Console:
¢ From the keyboard and monitor that are attached to the Multi Services
Platform, click the Cisco Video Surveillance Management Console icon on
the server desktop (see Figure 3-1).
Figure 3-1 Management Console Icon
e From a computer that can access the network in which the Multi Services
Platform is connected, start Internet Explorer version 6 or 7 and enter the IP
address of host name of the Multi Services Platform in the Address field.
e The Video Surveillance Management Console appears (see Figure 3-2).
Figure 3-2 VSM Management Console
Nmm z 2
Overview Installed Packages

5 Installed Packages
¥ status Console

Cisco_VEBWT-6.1.0-13d
Cisco_vsBase-6.1.0-11d
Cisco_ViDocs-6.1.0-11d

Meonitering Cisco_vsDrivers-6.1.0-11d
Cisco_vaMs—6.1.0-11d
M Archives Cisco_VSOM-4.1.0-18
_ Cisco_vsRecorder-6.1.0-11d
E¥ Archive Backup Cisco_V$Tools-6.0-23
M system Log Cisco VSVH-6.1.0-11
Mediaout e :
= Additional Driver Packages
M DVR
i dp_acti 1.0-04d [installed]
Configuration dp_aurodome 1.0-02d [installed)
- = dp_mxis 1.3-12d [installed]
“'3 SNMP Trap Destinations dp_cisco 1.4-07d [installed]
o3 Manage Drivers dp_cotu 1.0-03d [installed]
S dp_cornet 1.3-05d [installed]
93 Media Server dp_indigo 1.2-01d [installed)
5% Media Server Backup dp_igeye 2.2-1-084 [installed]
1 i dp_ive 1.0-02d [dnstalled]
# Operations Manhager dp_lumenera 1.0-03d [installed]
4% operations Manager Backt dp_mango 1.0-11d  [installed]
3 i} dp_nicedve 1.0-06d [installed]
203 Virtual Matrix dp_optelecon 1.0-05¢ [inatalled]
4% Console Password dp_panazonic l.2-8d [installed]
dp_pelco 1.3-014 [installed]
Ita Restart Server dp_smartsight  1.0-04d [inatalled]
Dt Reboot Server dap_sony 1.3-10d [installed]
dp_teleste 1.3-02d [installed]
dp_toshiba 1.0-05d [dnstalled]
Other Utilities dp_vbrick 1.0-054 [installed]
dp_vos 1.1-19d [installed]
< >
. . . . . . .
Step3  Click the Operations Manager link in the Configuration area, as shown in

Figure 3-3.

Cisco Video Surveillance Manager Getting Started Guide, Release 4.2/6.2

oL-19733-01 |

T2

Download from Www.Somanuals.com. All Manuals Search And Download.



| Chapter3 Configuring VSM

Setting the VSOM Log In Page as the Default Web Page W

Figure 3-3 Choosing Operations Manager
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Step4  In the dialog box that prompts for a user name and password take these actions:
a. In the Username field, enter root.
The user name is not case sensitive.
b. In the Password field, enter secur4u.
The password is case sensitive.

Step5  Under Select Homepage, choose the Change default homepage to VSOM radio
button, as shown in Figure 3-4.

You may need to scroll down to see this option.
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Figure 3-4 Choosing the VSOM Default Home Page

Select Homepage
Change default hormepage to VSOM (&)

Change default homepage to VEMC (O

Step6  Click Update.

Configuring VSM

The following sections describe how to make basic configuration settings for
VSM. This process includes configuring options for servers, video encoders (if
needed), cameras, and recording schedules. You can configure cameras and video
encoders even if they are not yet set up in your deployment. After you complete
these configuration procedures, you can display video through the system.

You can always update configuration settings later. In addition, there are many
advanced configuration settings that you also can make later.

To perform the basic configuration of VSM, review and follow the instructions in
the following sections:

e Accessing Video Surveillance Operations Manager, page 3-5
¢ Adding Servers, page 3-6

e Adding Video Encoders, page 3-11

e Adding Analog Cameras, page 3-17

e Adding IP Cameras, page 3-26

e Configuring Archives, page 3-37

If you already collected the configuration values that are described in the
“Information Required for Configuring VSM” section on page 1-5, refer to that
information as you perform the following procedures.
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Accessing Video Surveillance Operations Manager

Step 1

Step 2

You perform the basic configuration of VSM by using the VSOM Operations
Manager, which you control through the VSOM Operator pages. You can access
these pages from a client PC that meets the requirements that the “Client PCs”
section on page 1-10 describes.

To access the VSOM Operations Manager, perform the following steps.

Before you begin, make sure that you have performed the steps that are described
in the “Setting the VSOM Log In Page as the Default Web Page” section on
page 3-1.

Procedure

On a client PC, take these actions:
a. Start Internet Explorer.

b. Enter the IP address or the host name of the Multi Services Platform server
that is running VSOM.

In the dialog box that prompts for a user name and password take these actions:
a. In the Username field, enter root.

The user name is not case sensitive.
b. In the Password field, enter securdu.

The password is case sensitive.

c. Click OK.

Note If you are prompted to install the ActiveX controller (AXclient), follow
the on-screen prompts to do so. ActiveX is required to display video
through VSM. You are prompted to install the ActiveX controller the first
time that you log into VSOM.

The VSOM Operator page appears, as shown in Figure 3-5.
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Figure 3-5 VSOM Operator Page
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Adding Servers

Adding servers is the process of configuring information about each Multi
Services Platform that runs VSMS and each Multi Services Platform that runs
VSVM in your VSM deployment. This information includes the name and IP
address or host name of each server. If a Multi Services Platform runs VSMS and
VSVM, add that server twice, once for each component.

To add servers, follow these steps:

Procedure

Step 1 Access the VSOM Operations Manager as described in the “Accessing Video
Surveillance Operations Manager” section on page 3-5.
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In the VSOM Operator page, click the Admin link, which appears near the top left

Step 2
of the page (see Figure 3-6).

Figure 3-6 Admin Link

il video Surveillance
CISCO Operations Manager

[“Admin Help Preferences  Log out

The Administration area appears.

Step3  Take the following actions to configure each server that will run VSMS:

a. Click Servers under Devices in the left panel of the VSOM Operator page, as

shown in Figure 3-7.

Figure 3-7 Accessing the Servers Area
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The Servers area appears.

b. In the Servers area, click Add a New Server, as shown in Figure 3-8.
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Figure 3-8 Choosing to Add a Server

¢. Inthe Server Information area in the Details tab, choose Video Surveillance
Media Server (VSMS) from the Server Type drop-down list, as shown in
Figure 3-9.

Figure 3-9 Choosing a VSMS Server Type
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d. In the Server Name field (see Figure 3-10), enter a name for the server.

Enter a descriptive name that can help you identify the server. For example,
enter the location of the server or its primary use. The name can include any
combination of characters and spaces.
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Figure 3-10 Server Name Field

Add a New Server

Details Rights

Server Information

\ *Server Type: Video Surveillance Media Servar (WSMS) ~
*Server Name:

Description:

*Host IP/Name:
This address must be accessible by %SOM and WSOM clients.

e. (Optional) In the Description field (see Figure 3-11), enter a description for
the server.

For example, the description could include the location or type of the server.

Figure 3-11 Description Field

Add a New Sernver

Details Rights

Server Information

*Server Type: Video Surveillance Media Server (VEMS) v
\\*Snmm Hame:
Description:

*Host IP/Hame:
This address must be accessible by VSOM and WSOM clients.

f. Inthe Host IP/Name field (see Figure 3-12), enter the host name or IP address
of the server that you are adding.
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Figure 3-12 Host IP/Name Field

Add a New Server
Details Rights

Server Information

*Server Type: Video Survelllance Madia Server (VSMS) W
*Server Name:

Description:

*Host IP/Hame:
This address must be accessible by V'SOM and VSOM clients.

g. Click the Submit button to add the server.
h. Repeat this Step 3 for each server on which you will run VSMS.

Step4  If you will use VSVM, take the following actions to configure the server that will
run VSVM:

a. Click Servers under Devices in the left panel of the VSOM Operator page, as
shown in Figure 3-7 on page 3-7.

The Servers area appears.

b. In the Servers area, click Add a New Server, as shown in Figure 3-8 on
page 3-8.

c. In the Server Information area in the Details tab, choose Video Surveillance
Virtual Matrix (VSVM) from the Server Type drop-down list, as shown in
Figure 3-13.
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Figure 3-13 Choosing a VSVM Server Type
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Description:

“Host IP/Name:
This address must be accessible by YSOM and VSOM clients.

d. In the Server Name field, enter a name for server.

Enter a descriptive name that can help you identify the server. The name can
include any combination of characters and spaces

e. (Optional) In the Description field, enter a description for the server.
For example, the description could include the location or type of the server.

f. In the Host IP/Name field, enter the host name or IP name of the server that
you are adding, followed by :8086.

“:8086” is the default port number and appears in this field by default.
g. Click the Submit button to add the server.

Adding Video Encoders

Adding video encoders is the process of configuring information about each video
encoder that will operate in your VSM deployment.

Video encoders convert analog video from analog cameras into digital video that
can be used by VSM. An encoder is identified by an IP address or host name and
by type. In addition, encoders often are secured by a user name and password,
which you should provide as required.

[ oL-19733-01
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Video encoders are required only if your deployment includes analog cameras. If
you will not use video encoders, skip this section.

Procedure

Step1  Access the VSOM Operations Manager as described in the “Accessing Video
Surveillance Operations Manager” section on page 3-5

Step2  Inthe VSOM Operator page, click the Admin link, which appears near the top left
of the page (see Figure 3-14).

Figure 3-14 Admin Link

itfiar]ne  video Surveillance
CISCO Operations Manager

| Admin Help Preferences  Logout

The Administration area appears.

Step3  Click Encoders under Devices in the left panel of the VSOM Operator page, as
shown in Figure 3-15.
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Figure 3-15 Accessing the Encoders Area
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The Encoders area appears.

Step 4 In the Encoders area, click Add a New Encoder, as shown in Figure 3-8.

Figure 3-16 Choosing to Add an Encoder

D Encoders

] Add a New Encoder
** Help: List of Encoders

Step 5 In the Encoder Information area in the Details tab, take these actions:

a. Choose the model of the video encoder that you are adding from the Encoder
Type drop-down list, as shown in Figure 3-17.
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Figure 3-17 Choosing an Encoder Type
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b. In the Encoder Name field (see Figure 3-18), enter a name for the video
encoder.

Enter a descriptive name that can help you identify the device. The name can
include any combination of characters and spaces.
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Figure 3-18 Encoder Name Field
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c. (Optional) In the Description field (see Figure 3-19), enter a description for
the video encoder.

For example, the description could include the location or type of the video
encoder.

Figure 3-19 Description Field
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d. In the Host IP/Name field (see Figure 3-20), enter the host name or IP name
of the video encoder that you are adding.
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Figure 3-20 Host IP/Name Field
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Step6  If the video encoder allows access from VSMS only if VSMS provides valid
authentication credentials, take these actions in the Authentication area in the
Details Tab:

a. In the Username field (see Figure 3-21), enter the user name that VSMS
provides when accessing the video encoder.

The user name is configured on the video encoder and the value that you enter
in this field must match the configured name exactly. The user name can
contain alphabetic and numeric characters only and is case sensitive.

Figure 3-21 Username Field

Authentication

Username:
New Password:

Confirm Password:

b. In the New Password field (see Figure 3-22), enter the password that VSMS
provides when accessing the video encoder.

The password is configured on the video encoder and the value that you enter
in this field must match the configured password exactly. The password can
contain alphabetic and numeric characters only and is case sensitive.

l_ Cisco Video Surveillance Manager Getting Started Guide, Release 4.2/6.2

oL-19733-01 |
Download from Www.Somanuals.com. All Manuals Search And Download.



| Chapter3 Configuring VSM

ConfiguringVsSM W

Figure 3-22 New Password Field

Authentication

Username:
‘ New Password:

Confirm Password:

¢. In the Confirm Password field (see Figure 3-23), reenter the password.
Figure 3-23 Confirm Password Field

Authentication

Username:
New Password:

Confirm Password:

Step7  Click the Submit button to add the encoder.

Step8  Repeat Step 4 through Step 7 as needed to add other video encoders.

Adding Analog Cameras

Adding analog cameras is the process of configuring information about the analog
cameras that will operate in your VSM deployment. This information includes the
name of each camera and information about its video stream.

Before you can add analog cameras, you must configure video encoders as
described in the “Adding Video Encoders” section on page 3-11. If you will not
use analog cameras, skip this section.
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Procedure

Step1  Access the VSOM Operations Manager as described in the “Accessing Video
Surveillance Operations Manager” section on page 3-5

Step2  Inthe VSOM Operator page, click the Admin link, which appears near the top left
of the page (see Figure 3-24).

Figure 3-24 Admin Link
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[“Admin Help Preferences Log out

The Administration area appears.

Step3  Click Analog Cameras under Devices in the left panel of the VSOM Operator
page, as shown in Figure 3-25.

Figure 3-25 Accessing the Analog Cameras Area
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The Analog Camera area appears.
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In the Analog Cameras area, click Add a New Analog Camera, as shown in
Figure 3-26.

Figure 3-26 Choosing to Add an Analog Camera
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In the Camera Information area in the Camera Type tab, take these actions:

a. In the Camera Name field (see Figure 3-27), enter a name for the camera.

Enter a descriptive name that can help you identify the camera. The name can

include any combination of characters and spaces.

Figure 3-27 Camera Name Field
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b. (Optional) In the Description field (see Figure 3-28), enter a description for

the camera.

For example, the description could include the location or type of the camera.
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Figure 3-28 Description Field
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Camuera Information
iy “Camera Name:
H‘ Description:
"Stalus insbled
*Encoder: | -- Chooss Cna -- &
“Encoder Channel: 1 VE

¢. From the Status drop-down list, make sure that Enabled is selected, as shown
in Figure 3-29.
Figure 3-29 Status Enabled
Add a New Analog Camera
: Comera Type | Comers Groups v, Coey Mag It Cusriom Fiskds gt
Camera Information
“Camera Hama:
—y Description:
SELAILSS  Inabled W
"Encoder; -- Choose Cne -- %

“Encoder Channel: 1 Vi

d. From the Encoder drop-down list (see Figure 3-30), choose the video encoder

that the camera connects to.

This list displays the video encoders that you added as described in the
“Adding Video Encoders” section on page 3-11.
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Figure 3-30 Encoder Drop-Down List
Add a Mew Analog Camera
| camera Type Comarn (roups Ay Config Mg Infc, Cusom Fiskds: IFights

Camera Infarmatian

“Camera Hame:

Description:
\ "CHAUSS  [nsbled
*Encoder; -- Choose One -- %
*Encoder Channel; 1 w |

e. From the Encoder Channel drop-down list (see Figure 3-31), choose the

video encoder input port that the camera connects to.

Figure 3-31 Encoder Channel Drop-Down List

Add a Mew Analog Camera

Camera Information

“Camera Name:

Description:
"Slalus  fnabled
*Encoder: -- Choose Cne -- %
“Encoder Channel: 1 v:

In the Camera Feed area in the Camera Type tab, take these actions:

Camera Type Citrn (L Ay, Corilig Mg Infa Cugdie Fiskds [Rights

a. From the Server drop-down list (see Figure 3-32), choose the VSMS that is

to manage the camera feed.

This list displays the servers that you configured as described in the “Adding

Servers” section on page 3-6.
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Figure 3-32 Server Drop-Down List

'h\'ﬁ:aru Feed

“Media Type:

*CEIVEr |« Choore One == ¥

“Format:
“Resalution:
“Transpart: TGP

uoP
Mullicast Address (Laawa blank far unicas)
“Bitrate: | -- cheora One - ¥ “anable Bitrate

Aualityr LU

b. From the Media Type drop-down list (see Figure 3-33), choose the digital

video encoding type for the video stream from the camera.

The options in this list depend on the video encoder that you chose for this

camera.

Figure 3-33 Media Type Drop-Down List

Camera Feed
\ *Serner -- Choose One -- %
“Media Type:
“Format:
"Resolution:
“Transport: TCP
upp
Multicast Address: [ (Laswe blank for unicast
“Birate: | -- thoose Gne == ¥ “ariable Bitrate
“Quality: 11 I P

c. From the Format drop-down list (see Figure 3-34), choose the format for the

video stream from the camera.

The options in this list depend on the video encoder that you chose for this

camera.
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Figure 3-34 Format Drop-Down List

Camera Feed

“CBIVEN | - Choose One - %
“Media Type:
“Format:
"Resolution:

“Transport: TCP

upe
Multicast Address (Laave blank for unicast)
“Bilrate: | - choose Gne == ¥ Vanable Bitrate

“Quality: o e CEO

“Media Type:
\ *Format:

From the Resolution drop-down list (see Figure 3-35), choose the resolution
for the video stream from the camera.

The options in this list depend on the video encoder that you chose for this
camera.

Figure 3-35 Resolution Drop-Down List

Camera Feed

*Senver:  -- Choose One --

*Resolution:
“Transport: TR
upe
Multicast Address: [ (Leawe blank for shicasd)
"Biirate: | -« Choose One =« ¥ Wanable Bitrate
“Quality: =t s o COR ]

For the Transport option (seeFigure 3-36), take one of these actions to
designate the protocol that VSMS uses to obtain video from the encoder (the
available choices depend on the video encoder that you chose for this
camera):

— To choose Transport Control Protocol (TCP), click the TCP radio button
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— To choose Universal Datagram Protocol (UDP) unicast, click the UDP
radio button

— To choose UDP multicast, click the UDP radio button, then in the
Multicast Address field enter the multicast address that the video encoder
should use to multicast the video to VSMS

Figure 3-36 Transport Option

GCamera Feed

*Server: | -- Choose One -- %
“Media Type:

*Format:
\'leu‘tiun:

“Transport: TCP

upp
Multicast Address (Laawe blank for unicard)
*Bitrate: | - choose Gne = % “ariable Bitrate

“Quality; 11 OO OO O )

f. If the Bitrate drop-down list appears (see Figure 3-37), choose the bit rate for
the video stream from the camera.

The Bitrate drop-down list appears only if you chose MPEG-2, MPEG-4, or
H.264 for the media type.

Figure 3-37 Bitrate Drop-Down List
Camera Feed
"S@ner: | -- Choose Gne - %
“Media Type:
“Formai:
*Resolution:
“Transport: TCP
upP
h\ Multicast Address: [T (Leave blank for unicasf)
*Bitrate: | -- Choose Sne == ¥ Vanable Bitrate
“Qualityz 11 R
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g. If the Frame Rate drop-down list (seeFigure 3-38), choose the frame rate per
second for the video stream from the camera.

The Frame Rate drop-down list appears only if you chose JPEG for the media
type.

Figure 3-38 Frame Rate Drop-Down List

Camera Feed

*Server: -- Choose One == ¥
"Media Type:
“Format:
“Resolution:
“Transport: TCP

UDP
-~ Multicast Address: i (Leave blank for unicast)
‘ “Frame Rate: -- choose One -- Variable Bitrate

“Quality: '11ririi IR RIS LIRS TEERR T es )

h. Use the Quality slider (see Figure 3-39) to specify the quality of the video
stream.

The slider displays a numerical value when you move it. Use these numbers
to help determine the setting that you want as follows:

- For MPEG-2, MPEG-4, and H.264 media types, values of 1 through 49
designate the relative priority that frame rate has over compression.
Values 50 through 100 designate the relative priority that compression
has over frame rate.

— For JPEG media type, values of 1 through 100 designate the relative
quality of the video stream. A higher value uses less compression and
provides higher quality, but consumes more bandwidth.
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Figure 3-39 Quality Slider

Camera Feed

*Sener: | -- Chooss One -- %
“Media Type:
“Format:
*Resolution:
“Transport: ~ TCp
upe

Multicast Address (Laave blank for unicast)
"‘llll.-.* *Bitrate: |- Choore Gne - W Variable Bitrate
SQalloys FhAmea e e R A R N L AR P S

Step7  Click the Submit button to add the analog camera.
Step8  Repeat Step 4 through Step 7 as needed to add other cameras.

Adding IP Cameras

Adding IP cameras is the process of configuring information about the IP cameras
that will operate in your VSM deployment. This information includes the name of
the camera, information about its video stream, and its log in credentials.

IP cameras (also called network cameras) connect directly to an IP network and
do not require separate encoders.

If you will not use IP cameras, skip this section.

Procedure

Step1  Access the VSOM Operations Manager as described in the “Accessing Video
Surveillance Operations Manager” section on page 3-5
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Step2  Inthe VSOM Operator page, click the Admin link, which appears near the top left
of the page. (see Figure 3-40).

Figure 3-40 Admin Link

il video Surveillance
CISCO Operations Manager

[“admin Help Preferences  Log out

The Administration area appears.

Step3  Click IP/Network Cameras under Devices in the left panel of the VSOM
Operator page.as shown in Figure 3-41.

Figure 3-41 Accessing the IP/Network Cameras Area

il video Surveillance
CISCO Operations Manager

Ops Help Preferences Log out

| Devices |
{#® Servers (0)

B nvrs/ovRE (0)
@ Encoders (0)
&F Analog Cameras (D)

B 1PfNetwork Cameras (0)

& PTZ Configuration (0)
D monitors (0)

The IP/Network Cameras area appears.

Step 4 In the IP/Network Cameras area, click Add a New IP/Network Camera.
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Figure 3-42 Choosing to Add an IP/Network Camera

@ IP/Network Cameras

Step5 In the Camera Information area in the Camera Type tab, take these actions:

a. In the Camera Name field (see Figure 3-43, enter a name for the analog
camera.

Enter a descriptive name that can help you identify the camera. The name can
include any combination of characters and spaces.

Figure 3-43 Camera Name Field

Add a new IPNetwork Camera
Caimiia Type | Secondary Feed  Comera Groups Ay, Config Map info. Custom Fields Fiights

\ Camera Information

“Camera Hame;
Description:

“Camera Type: Choores One w
“Host IP/Hame:
“Status: Erabled ¥

b. (Optional) In the Description field (see Figure 3-44), enter a description for
the camera.

For example, the description could include the location or type of the camera.
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Figure 3-44 Description Field

Add a new IPNetwork Camera

| Caimena Typs ] Secondary Feed Camera Groups Mk, Condig ap Iriloe Custom Fields Rights

Camera Infarmation

“Camera Name:

Deseription:
“Camera Type: Chosre One w
“Host IP/Name:
“Btatus: | Ersbled ¥

¢. From the Camera Type drop-down list (see Figure 3-45, choose the model of
the camera that you are adding.

Figure 3-45 Camera Type Drop-Down List

Add a new IP/Network Camera

| Caimizia Typis ] Secondary Feed Comern Groups Ay, Config Mg i Cusbom Fields Fights

Camera Information

“Camera Hame;

Description:
"Camera Type: Choores Ong = w
“Host IP/Hame:
“Status: Ersbied v

d. Inthe Host IP/Name field (see Figure 3-46), enter the IP address or host name
of the camera.
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Figure 3-46 Host IP-Name Field

Add a new IP/Network Camera
[ Carmera Type: | Secordary Feed  Camera Groups Adtv. Config g o, Custom Fisids Fiights

Camera Information

“Camera Hame:

Description:
\ “Camera Type: ChocEs One -
“Host IP/Hame:
“Statws: Ensblec ¥

e. From the Status drop-down list (see Figure 3-47), make sure that Enabled is
selected.

Figure 3-47 Status Drop-Down List

Add a new IP/Network Camera
| Camera Type: | Secordary Feed | Camers Groups Ay, Config g Inio. Custom Fisids Fiights

Camera Information

*Camera Name:
Deseription:

“Camera Type: | -« Choses Ona e
“Host IPMame:
“Btatus: | Erabled |

Step6  In the Camera Feed area in the Camera Type tab, take these actions:

a. From the Server drop-down list (see Figure 3-48), choose the VSMS that will
manage the video stream.

This list displays the servers that you configured as described in the “Adding
Servers” section on page 3-6.
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Figure 3-48

—

Server Drop-Down List

Camera Faed

'

“Sarver |-+ choors Gne =« ¥
“Media Type:
“Formal:
“Resolution:
“Transpon: TCR
uoP
Mutticast Address: [T (Leave blank fee unicasi)
“Bitrate: | -- cheore Gna - ¥ ‘“anable Bitrate
"Quality: 11t IEi e s

Figure 3-49

oy

ConfiguringVsSM W

From the Media Type drop-down list (see Figure 3-49), choose the digital

video encoding type for the video stream from the camera.

Media Type Drop-Down List

Camera Feed

“Server:
“Media Type:

“Format:

== Choose One -- ¥

“Resolution:
“Transport: TCP

upp

Multicast Address: [ (Leave blank for wnicas)
Wanable Bitrate

~Qualitys *rrreeee E

"Bilrate: | -- Choore One == ¥

From the Format drop-down list (see Figure 3-50), choose the format for the

video stream from the camera.

The options in this list depend on the camera model that you chose.
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Figure 3-50 Format Drop-Down List
Camera Feed
*Senver: | -- choose One -~ %
“Media Type:
“Format:
“Resolution:
“Transport: TCP
UDP
Multicast Address: [T (Leave blank for unicart)
“Bitrate: | - choose Sne - ¥ Vanable Bitrate
“Qualitys "t IR

d. From the Resolution drop-down list (see Figure 3-51), choose the resolution
for the video stream from the camera.

The options in this list depend on the camera model that you chose.

Figure 3-51 Resolution Drop-Down List

Camera Feed
*Server: | -- Choose One -- %
“Media Type:
\ “Format:
*Resolution:
“Transport: TCP

upe
Multicast Address (Latave blank for unicast)
*Bitrate: | - Choose Sne == W “ariable Bitrate

“Qualityz I

e. For the Transport option (see Figure 3-52), take one of these actions to
designate the protocol that VSMS uses to obtain video from the encoder (the
available choices depend on the model of the IP camera):

— To choose Transport Control Protocol (TCP), click the TCP radio button

— To choose Universal Datagram Protocol (UDP) unicast, click the UDP
radio button
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— To choose UDP multicast, click the UDP radio button, then in the
Multicast Address field enter the multicast address that camera should
use to multicast the video to VSMS

Figure 3-52 Transport Option

Camera Feed

“Senver; | -- Choose Gne --
"Media Type:

*Format:
\'lemiun:

“Transport: TCP

upp
Multicast Address (Laave blank for unicasd)
*Birate: | - choose Gne == % “anable Bitrate

"Quality; 0 OO OO O )

f. From the Bitrate drop-down list (see Figure 3-53), choose the bit rate for the
video stream from the camera.

The Bitrate drop-down list appears only if you chose MPEG-2, MPEG-4, or
H.264 for the media type.

Figure 3-53 Bitrate Drop-Down List

GCamera Feed
*Sener: | -- Choose Gne -- %
"Media Type:
“Format:
"Resolution:
“Transport: TCP
UpDF
h\ Multicast Address: [T (Leave blank for nicast)
*Bitrate: | -- choose Gne == W Yariabla Bitrate
"Quality: 11t OO0 O]
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g. From the Frame Rate drop-down list (see Figure 3-54), choose the frame rate
per second for the video stream from the camera.

The Frame Rate drop-down list appears only if you chose JPEG for the media
type.

Figure 3-54 Frame Rate Drop-Down List

Camera Feed

*Server: | -- Choose One -- ¥
"Media Type:
“Format:
*Resolution:
“Transport: TCP
UDP
‘$ Multicast Address: [—" (Leave blank for unicast)
“Frame Rate: -- choose One -- ¥ Variable Bitrate

“Qualify: 't L )

h. Use the Quality slider (see Figure 3-55) to specify the quality of the video
stream.

The slider displays a numerical value when you move it. Use these numbers
to help determine the setting that you want as follows:

— For MPEG-2, MPEG-4, and H.264 media types, values of 1 through 49
designate the relative priority that frame rate has over compression.
Values of 50 through 100 designate the relative priority that compression
has over frame rate.

— For JPEG media type, values of 1 through 100 designate the relative
quality of the video stream. A higher value uses less compression and
provides higher quality, but consumes more bandwidth.
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Figure 3-55 Quality Slider

Camera Feed

“Sener: | -- Choose One -- %
"Media Type:
“Format:
*Resolution:
“Transport: TCP
upe

Multicast Address (Laase blank for unicast)
ﬁﬂ *Bilrate: | -- chooss One == | ‘ariable Bitrate

Step7  In the Camera requires authentication area in the Camera Type tab, take these
actions:

a. Check the Camera requires authentication check box (see Figure 3-56) if
the camera allows access from VSMS only if VSMS provides valid
authentication credentials.

Figure 3-56 Camera Requires Authentication Check Box

S

[Jcamera requires authentication

Username: [

Password: |

Confirm Password:

b. In the Username field (see Figure 3-57), enter the user name that VSMS
provides when accessing the camera.

The user name is configured on the camera and the value that you enter in this
field must match the configured name exactly. The user name can contain
alphabetic and numeric characters only and is case sensitive.
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Figure 3-57 Username Field

[Jcamera requires authentication

Usemmame: [

Password: |

Confirm Password:

c. In the Password field (see Figure 3-58), enter the password that VSMS
provides when accessing the camera.

The password is configured on the camera and the value that you enter in this
field must match the configured password exactly. The password can contain
alphabetic and numeric characters only and is case sensitive.

Figure 3-58 Password Field

[Jcamera requires authentication

Username: [

Password: |

Confirm Password:

d. In the Confirm Password field (see Figure 3-59), reenter the password.

Figure 3-59 Confirm Password Field

[Jcamera requires authentication

Username:

Password: |

Confirm Password:

Step8  Click the Submit button to add the analog camera.
Step9  Repeat Step 4 through Step 8 as needed to add other cameras.
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Configuring Archives

Step 1

Step 2

An archive is a recording of the feed from a camera in your VSM deployment.
Configuring archives is the process of designating a camera feed that you want to
record, setting parameters for the recording, and specifying a schedule for the
recording. The feed includes video and, depending on the camera and VSM
configuration, may include audio.

A recorded feed is called an archive. You can display archives when you need to
review a video surveillance feed.

You can configure any of the following schedule types for a recording:

e Simple Schedule—Recording occurs during one or more designated time
periods. You specify the start date and time and end date and time for each
period.

e Recurring Schedule—Recording occurs on a weekly schedule. For each day,
you can the time range or ranges in which recording occurs, and you can
specify start and stop dates for the entire schedule.

¢ Continuous Loop—Records continuously and the system retains video for the
time period that you designate.

Procedure

Access the VSOM Operations Manager as described in the “Accessing Video
Surveillance Operations Manager” section on page 3-5

In the VSOM Operator page, click the Admin link, which appears near the top left
of the page. (see Figure 3-60).

Figure 3-60 Admin Link

vifiar]ne  video Surveillance
CISCO Operations Manager

| Admin Help Preferences  Logout

The Administration area appears.
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Step3  Click Archives under Video Feeds in the left panel of the VSOM Operator page,
as shown in Figure 3-61.

Figure 3-61 Choosing Archives

-III-I|I- Video Surveillance
CISCO Operations Manager

Help Preferences Log out

| Devices |

[ servers (o}
0 nyRsiDvRS (00
3 Frcoders (1)

Analog Cameras (0}
IPIMetwark Cameras (00
& prz Configuration (0}
L3 monitors ()}

Yideo Feeds

'@ Graup Crwerview

Eﬂ Camera Feeds (0}
lﬁ Batch Adrministrakion
{3 Archives (o]0

C2E views (o)

Step 4 In the Archives area, click Start/Schedule a New Archive, as shown in
Figure 3-62.
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Figure 3-62 Choosing to Schedule a New Archive

s Archives

\ 3 Start/'Schedule a New Archive

(7] Help: Archives

Step 5 In the Archive Source area in the Feeds tab, take these actions:

a. Click the radio button that corresponds to the camera feed that you want to
record (see Figure 3-63 for an example).

Figure 3-63 Choosing to Schedule a New Archive

Start/Schedule a New Archive

Feeds

Archive Source

O ®Test Camera

b. Click Next.
Step 6 In the Archive Information area in the Details tab, take these actions:
a. In the Archive Name field (see Figure 3-64), enter a name for the camera.

Enter a descriptive name that can help you identify the camera. The name can
include any combination of characters and spaces.
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Figure 3-64 Archive Name Field

Start/Schedule a New Archive

Details Archive Type Backup Rights

Archive Information
'
*Archive Name:

Description:

*Status: | Enabled v

“Force Start: | pefault v | (Media Server version > B only)
*Keep on Server: | Forever v | after the recording has finished.

b. (Optional) In the Description field (see Figure 3-65), enter a description for
the archive.

Figure 3-65 Description Field

Start/Schedule a New Archive

Details Archive Type Backup Rights

Archive Information
S “Archive Name:
Description:

*Status: | Enabled v
“Force Start: | pefault v | (Media Sewver version > 6 only)
“Keep on Server: | Forever ¥ after the recording has finished.

¢. From the Status drop-down list (see Figure 3-66), make sure that Enabled is
selected.
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Figure 3-66 Status Drop-Down List

Start’'Schedule a New Archive

Details Archive Type Backup Rights

Archive Information

*Archive Name:

Description:

N\
*Status: Erabled v

“Force Start: | pefault v (Media Server version > 6 only)
“Keep on Server: | Forever v after the recording has finished.

d. From the Force Start drop-down list (see Figure 3-67), choose either of these
options:

— Default—VSMS verifies whether there is enough capacity to store the
archive that you are configuring. If there is not enough capacity when you
submit the archive, the archive operation does not start and VSMS
generates an error message.

— Force—VSMS starts recording even if there is not enough capacity for
the archive that is configured. If you choose this option, make sure to
provide enough disk space for the archive that you want. If the system
runs out of disk space, it begins to delete the oldest retained video to
make room for new video.
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Figure 3-67 Force Start Drop-Down List

Start/Schedule a New Archive

Details Archive Type Backup Rights

Archive Information

*Archive Name:

Description:

\\ *Status: | Ensbled v
*Force Start:

i | Default ¥ | (Media Server version > 6 only)
“Keep on Server: Forever v after the recording has finished.

e. From the Keep on Server drop-down list (see Figure 3-68), choose the
number of days that VSMS retains the archive after the recording stops. The
system deletes the archive after this period. If you choose Forever, the
archive is never deleted.

Figure 3-68 Keep On Server Drop-Down List

Start/Schedule a New Archive

Details Archive Type Backup Rights

Archive Information

“Archive Name:

Description:

*Status: | Enabled ¥
~ *Force Start: | pefsult ¥ (Media Server version > B only)
“Keep on Server: Forever ¥ after the recording has finished.
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Step7  Click the Archive Type tab and take the appropriate actions in the Archive Type
area to designate and configure the archive type:

e To record during one or more designated periods, see Figure 3-69 and take
these actions:

1. Click the Simple Schedule radio button.

2. Inthe Start on and End On fields, specify the start date and the end date
for the recording. In the corresponding At fields, enter the start time and
end time for the recording.

You can type information in these fields, or you can use the calendar in
the date fields or the drop-down arrows in the time to select information.

3. (Optional) To designate an additional start/stop schedule, click Add
Date(s) and enter the desired dates and times. You can repeat this process
to designate as many start and stop dates and times as needed.

To remove a start/stop schedule, click Remove next to the corresponding
schedule.

Figure 3-69 Options for Configuring One or More Recording Periods

Start'Schedule a New Archive

Dretail= Backup Right=

Archive Type

& Simple Schedule O Recurring Schedule O Continuous Loop

Start on: |4/13/2009 HH At |14 v |36 v
End on: |4/14/2009 HH At |14 %] 36 %] Remove
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To designate a regular weekly schedule for recording, see Figure 3-70 and
take these actions:

1.
2.

Click the Recurring Schedule radio button.

In the Start On field, type or use the calendar to enter the date on which
the schedule becomes active.

Specify the days on which the recording executes during identical time
periods:

a. Check the check box that corresponds to each day on which you want
the recording to execute identically.

b. In the Start At and Stop At fields, enter the times that the recording
starts and stops on the selected day or days.

c¢. (Optional) To add another time interval for the selected days, click
Add Time Range and enter the start time and stop time in the Start At
and Stop At fields that appear. Repeat as needed to add more time
intervals for these days.

d. (Optional) To specify other days with different schedules, check the
check boxes that correspond to the days, enter start and stop times for as
many ranges as desired, and click Next Weekdays. Repeat as needed.

Specify whether the recurring schedule ends:

- To stop the schedule after a designated number of weekly runs, click the
End After radio button and enter the number of times that the schedule
should run.

- To stop the schedule at the end of the day on a certain date, click the
End by radio button and enter the stop date.

- To run the schedule indefinitely, click the No End Date radio button.
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Figure 3-70 Options for Configuring a Weekly Recording Schedule

Start/Schedule a New Archive

Details Archive Type Backup Right=

Archive Type

O Simple Schedule ®

Start on: |4/13/2009 B

Assign time range to these week days:
[ Sunday ClMonday [Tuesday [I'Wednesday [ Thursday [JFriday [ Saturday
Start At |14 %] ;|36 & Stop At: [14 w136 v

[ Add Time Range ] [ Mext Weekdays ]

O Continuous Loop

Range End: O End After |1 | Occurrences

O End By: [4/13/2009 =

@ No End Date

¢ To designate a continuos loop schedule, see Figure 3-71 and take these
actions:

1. Click the Continuous Loop radio button.

2. In the Loop Duration field, enter the duration of the loop by entering a

number and choosing the time unit from the drop-down list.

The system archives video for the duration that you specify.

[ oL-19733-01
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Figure 3-71 Options for Configuring a Continuous Loop Recording
Schedule

Start’Schedule a New Archive

Details Archive Type Backup Right=

Archive Type

O Simple Schedule O Recurring Schedule &

Loop Duration: |1 || Howrs &

Step8  Click Submit.

If you configured a continuous loop archive, recording starts immediately. Other
recording types start as they are scheduled.

Where to Go from Here

After you complete the basic configuration of VSM and deploy the cameras and
encoders (if required) that you added during the configuration process, you should
be able to display live video from any camera. To do so, follow these steps:

Procedure

Step 1 Take either of these actions:

e Ifyou are viewing the VSOM Administrator page, click the Ops link near the
top left, as shown in Figure 3-72.
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Figure 3-72 Ops Link

.lll.llln Video Surveillance
CISCO Operations Manager

Ops Help Preferences Log out

e Access the VSOM Operations Manager as described in the “Accessing Video
Surveillance Operations Manager” section on page 3-5.

Step2  Click Camera Fields (see Figure 3-73) to see a list of configured cameras.

Figure 3-73 Displaying Configured Cameras

stfrar]ie  video Surveillance
CISCO Operations Manager

| Admin Help Preferences Log out

| » Predefined Yiews |
| » Camera Feeds |

Step3  Click the camera from which you want to display video.

For information about configuring advanced options and operating your system,
see your Cisco VSM documentation.

[ oL-19733-01
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